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Conclusions
	The cache hit rate is used as an indirect metric for availability improvements. 
	A cache hit means that an authorization request is resolved without resorting to the PDP. 

	Hit rate of the overall system is greater than 50%, even when individual SDPs have a cache warmness of less than 10%.

	Additional SDPs provide diminishing returns in terms of improving the hit rate.

	In addition to solving requests received from its PEP, each SDP participates in solving requests from other SDPs.
	A discovery service is used to help find those SDPs that might resolve the request.

	CSAR enables authorization requests to be resolved by multiple cooperating SDPs. 
	By combining coordination and inference, CSAR can significantly improve the availability of an access control infrastructure.

	Cooperation among multiple SDPs brings higher benefits for uniform request popularity distributions than for non-uniform (Zipf) ones.












Problems
	Reduced performance due to communication delays between the PEP and the PDP
	Reduced availability since each PEP depends on its PDP and the connecting network














	Resolves authorization requests by reusing previously-cached authorizations or inferring new (approximate) authorizations
	Provides an alternative source of access control decisions when  the PDP is unavailable or slow

Problems
	Only available to the local PEP.

Trust
	Each response issued by a PDP is signed by that PDP.
	All secondary responses are backed by a chain of primary responses by which its validity can be verified.


Consistency
	Select the response that was inferred from the most recent cached data.
	Use leases to manage inconsistencies caused by policy updates at the PDP.
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